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Bedrijfswaardige
bescherming tegen
malware in een simpel,
voorgeconfigureerd
installatiepakket, speciaal
voor KMQ’s. Geen beheer
vereist.

HP raadt Windows 10 Pro aan
voor bedrijven.

DREIGINGS-
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MALWARE-
PREVENTIE

Betere beveiliging op kleine kantoren
Ondersteun uw KMO met krachtige beveiliging van HP. HP Wolf Pro Security Edition' bevat
drie beveiligingslagen.

HP Wolf Pro Security Edition zorgt voor dreigingsisolatie, malwarepreventie en
identiteitsbescherming in één enkele gebruiksvriendelijke configuratie. De drievoudige
bescherming wordt bewerkstelligd door een combinatie van hypervisor-gebaseerde
dreigingsisolatie, moderne Al-malwarebescherming en anti-phishing. Het product is
voorgeconfigureerd en geoptimaliseerd voor KMO's en kantoren zonder speciaal IT-beheer.

HP Wolf Pro Security Edition begint direct na registratie van de gebruiker met het
beschermen van uw pc. IT-support is geen vereiste, maar naarmate uw kantoor groeit,
worden basisbeheertools ondersteund?.

HP-support is inbegrepen bij HP Wolf Pro Security Edition om u te helpen optimaal te
profiteren van uw nieuwe, krachtige beveiligingssoftware.

Vereenvoudig beveiliging dankzij een slim ontwerp

Een enkele desktopconsole met instellingen, functies en rapportage van
veiligheidsdreigingen. Zo kunt u zien hoe HP Wolf Pro Security Edition u beschermt door
bestandstypen en websites met kwaadaardige bedoelingen te identificeren.

De beveiliging wordt geactiveerd nadat u uw pc voor het eerst opstart en het product
registreert. HP Wolf Pro Security Edition beheert updates op de achtergrond, plaatst
kwaadaardige bestanden in quarantaine en beveiligt uw browseractiviteiten.
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HP raadt Windows 10 Pro aan voor bedrijven.
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Bedrijfsveiligheid voor KMO’s
HP Wolf Pro Security Edition beschermt uw pc door middel van dreigingsisolatie in de browser, Al-gebaseerd scannen voor malware en
beveiliging van inloggegevens tegen phishing.

HP Wolf Pro Security Edition heeft geen contact met HP nodig om de beveiliging te updaten. De driedubbele dreigingsbescherming is
verbonden met de cloud van HP, die updates en nieuwe veiligheidsprofielen verstuurt achter de schermen, terwijl u gewoon doorgaat met uw
werk.

Veiligheidsinstellingen zijn direct voorgeconfigureerd en de bescherming begint zodra u uw pc registreert.

Eenintuitief dashboard maakt een lijst van dreigingen en items die mogelijk uw pc aanvallen, en vermeldt hoe deze zijn tegengehouden. Het
dashboard toont de bestandsnaam, datum en manier waarop het bestand behandeld werd op uw pc, terwijl er een rapport naar de HP cloud
wordt verstuurd om een herhaling van de aanval te voorkomen.

Door virtualisatie en isolatie te koppelen, plaatst HP Wolf Pro Security Edition bestanden in quarantaine, zodat u ze kunt bekijken in een
virtuele veilige zone om te bepalen of een bestand toch veilig is, of dat het moet worden verwijderd van uw pc.

e Dreigingsisolatie — Dit omvat een geavanceerde versie van HP Sure Click, hypervisor-gebaseerde virtualisatiesoftware die beschermt
tegen kwaadaardige websites en downloads.

e Malwarepreventie — Dit betreft een geavanceerde versie van HP Sure Sense, deep-learning Al — anti-malwaretechnologie

e I|dentiteitsbescherming —HP Wolf Pro Security Edition heeft een anti-phishing-engine die kan scannen en gebruikers waarschuwt voor
websites die mogelijk inloggegevens verzamelen.

Vereenvoudig beveiliging dankzij een slim ontwerp
Een enkele desktopconsole met instellingen, functies en rapportage van veiligheidsdreigingen. Zo kunt u zien hoe HP Wolf Pro Security
Edition u beschermt door bestandstypen en websites met kwaadaardige bedoelingen te identificeren.

De beveiliging wordt geactiveerd nadat u uw pc voor het eerst opstart en het product registreert. HP Wolf Pro Security Edition beheert
updates op de achtergrond, plaatst kwaadaardige bestanden in quarantaine en beveiligt uw browseractiviteiten.

HP WOLF PRO SECURITY EDITION DASHBOARD

HP Wolf Pro Security Edition heeft een enkel dashboard met een overzichtelijke tabbladen-lay-out. leder tabblad heeft een reeks eigenschap-
pen voor veiligheidsfuncties, instellingen en dreigingsrapporten.

Tot de functies van het dashboard behoren onder andere:

STATUS-TABBLAD
Een intuitief informatiecentrum voor HP Wolf Pro Security Edition

*  Huidige beveiligingsstatus
* Aantal en datum van de gescande bestanden op uw pc

*  Aantal bezochte en beschermde websites

ALERT-TABBLAD
Geeft een actieve lijst van gedetecteerde kwaadaardige bestanden, websites en phishing-dialoogvensters.

= Zichtbare lijst van schadelijke bestanden op uw pc via USB Key, browser, e-mailbijlagen of downloads. (Potentieel kwaadaardige
bestanden worden getoond op naam, datum en bestandstype, met de mogelijkheid om het bestand te bekijken of te verwijderen)

»  Corrigeren enin actie komen voor bestanden met behulp van HP's dreigingsisolatietechnologie om te bepalen of een bestand veilig is of
niet

SUPPORT-TABBLAD
Software-informatie — Versienummer

»  HP Wolf Pro Security Edition zal automatisch updaten tot de nieuwste versie wanneer er een actieve internetverbinding is
Geavanceerde instellingen

»  Beveiliging in- en uitschakelen (HP raadt aan om de beveiligingssoftware altijd ingeschakeld te houden)

*  Logboek - indien ondersteuning nodig is, kunnen er logbestanden van activiteiten worden bewaard, verzonden en verwijderd

« Livelsolatie-overzicht —real-time overzicht van geisoleerde websites die zijn geopend door uw browser

Hulp inschakelen — Links naar informatie van HP Support
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HP WOLF PRO SECURITY EDITION SPECIFICATIES

Ondersteunde platforms

Voorgeinstalleerd op bepaalde HP Pro en Elite pc's (desktops en laptops) die voldoen aan de onderstaande minimale
systeemvereisten.

Onderdelen HP Sure Sense Pro en HP Sure Click Pro

Beveiligingssoftware

Ondersteunde Windows 10 Pro 64; Windows 10 Enterprise; Windows 10 Enterprise LTSC (alleen 64-bits)
besturingssystemen

Ondersteunde processors

11e generatie Intel® Core™ {7 processor (i7-8665U, i7-8565U modellen); 171e generatie Intel® Core™ i5 processor (i5-8365U,
i5-8265U modellen); 11e generatie Intel® Core™ i3 processor en AMD Ryzen of nieuwe processors

Vereist geheugen/schijfruimte

Minimaal 8 GB / 10-20 GB vrije schijfruimte

Softwaretalen

Engels, Frans, Duits, Spaans, Zweeds, Italiaans, Braziliaans Portugees, Japans

CPU-gebruik

Niet meer dan 5% van het CPU-gebruik bij draaiende toepassing en services

HP support Inclusief drie jaar support. De support is beschikbaar in het Engels door HP US Support Agents via chat of telefoon,
gedurende 1 of 3 jaar. De werktijden van de support kunnen per land verschillen.
Beheerkenmerken De HP Wolf Pro Security Edition is speciaal ontwikkeld voor KMO-omgevingen en is bij levering vooraf geconfigureerd.

Beheerfuncties zijn optioneel. De HP Wolf Pro Security Edition ondersteunt een beperkte reeks tools. Deze kunnen gebruikt
worden bij de HP Manageability Integration Kit die kan worden gedownload op http://www.hp.com/go/clientmanagement.
http://www.hp.com/go/clientmanagement.

Softwarelicentievoorwaarden

HP Wolf Pro Security Edition (inclusief HP Sure Click Pro en HP Sure Sense Pro) is voorgeinstalleerd op bepaalde SKU's

en bevat, afhankelijk van het gekochte HP product, een betaalde licentie van 1 of 3 jaar. De HP Wolf Pro Security Edition-
software valt onder de licentievoorwaarden van de HP Wolf Security Software - End-User license Agreement (EULA)

die beschikbaar is op: https://support.hp.com/us-en/document/c005814071?0penCLC=true waarbij de EULA als volgt is
aangepast: "7. Looptijd. Tenzij anderszins op een eerder tijdstip beéindigd conform de voorwaarden van deze EULA, wordt
de licentie voor de HP Wolf Pro Security Edition (HP Sure Sense Pro en HP Sure Click Pro) van kracht bij activering en blijft
de licentie gedurende een termijn van twaalf (12) maanden of zesendertig (36) maanden (“Initiéle looptijd”) geldig. Aan
het einde van de Initiéle looptijd kunt u (a) een verlenging van uw licentie voor de HP Wolf Pro Security Edition aanschaffen
via HP.com, HP Sales of een HP Channel Partner, of (b) de standaard versies van HP Sure Click en HP Sure Sense blijven
gebruiken zonder extra kosten en zonder toekomstige software-updates of HP ondersteuning.”

"HP Wolf Pro Security Edition (inclusief HP Sure Click Pro en HP Sure Sense Pro) is vooraf geinstalleerd beschikbaar op bepaalde SKU's en omvat, afhankelijk
van het gekochte HP product, een betaalde licentie van 1 of 3 jaar. De HP Wolf Pro Security Edition-software valt onder de licentievoorwaarden van de HP
Wolf Security Software - End-User license Agreement (EULA) die beschikbaar is op: https://support.hp.com/us-en/document/c005814071?0penCL(=true
waarbij de EULA als volgt is aangepast: "7. Looptijd. Tenzij anderszins op een eerder tijdstip beéindigd conform de voorwaarden van deze EULA, wordt de
licentie voor de HP Wolf Pro Security Edition (HP Sure Sense Pro en HP Sure Click Pro) van kracht bij activering en blijft de licentie gedurende een termijn van
twaalf (12) maanden of zesendertig (36) maanden (“Initiéle looptijd”) geldig. Aan het einde van de Initiéle looptijd kunt u (a) een verlenging van uw licentie
voor de HP Wolf Pro Security Edition aanschaffen via HP.com, HP Sales of een HP Channel Partner, of (b) de standaard versies van HP Sure Click en HP Sure
Sense blijven gebruiken zonder extra kosten en zonder toekomstige software-updates of HP ondersteuning.”

2HP Sure Click Pro vereist Windows 10 en wordt ondersteund door Microsoft Internet Explorer, Google Chrome en Chromium. Ondersteunde bijlagen zijn
onder meer Microsoft Office (Word, Excel, PowerPoint) en pdf-bestanden, maar enkel als Microsoft Office of Adobe Acrobat is geinstalleerd.

3De HP Manageability Integration Kit kan worden gedownload op http://www.hp.com/go/clientmanagement.

Ga voor meer informatie naar hp.com/qgo/computersecurity.
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