
تعزيز الأمان في المكاتب الصغيرة
 HP Wolf Pro Security إذ يتكون .HP ادعم شركتك الصغيرة والمتوسطة الحجم بأمان قوي من

Edition‏1 من ثلاث طبقات حماية للأمان.
يعمل HP Wolf Pro Security Edition على احتواء التهديدات ومنع البرامج الضارة وحماية 

الهوية من خلال تكوين واحد سهل الاستخدام. وتتحقق الحماية الثلاثية من خلال الجمع 
بين احتواء التهديدات المعتمد على مراقب الأجهزة الافتراضية، والحماية من البرامج الضارة 

من الجيل القادم المدعومة بالذكاء الاصطناعي، ومكافحة التصيد الاحتيالي في حزمة 
ا ليلائم الشركات الصغيرة والمتوسطة أو  واحدة. وقد تم تكوين هذا الحل وتحسينه مسبقً

المكاتب دون الحاجة إدارة مخصصة من قسم تكنولوجيا المعلومات.
يبدأ HP Wolf Pro Security Edition في حماية جهاز الكمبيوتر الخاص بك على الفور بعد 

تسجيل المستخدم. وليست هناك حاجة لدعم من قسم تكنولوجيا المعلومات، ولكن مع 
نمو مكتبك، يتم دعم أدوات الإدارة الأساسية3.

وقد تم تضمين دعم HP مع HP Wolf Pro Security Edition للمساعدة في تحقيق أقصى 
استفادة من برامج الأمان الجديدة والقوية.

تسهيل الحماية بفضل التصميم الذكي
تعرض وحدة التحكم المكتبية البسيطة جميع الإعدادات والميزات وتقارير تهديدات الأمان. 
ف على  وهذا يتيح لك عرض طريقة حماية HP Wolf Pro Security Edition لك عن طريق التعرُّ

أنواع الملفات ومواقع الويب ذات النوايا السيئة تجاه جهاز الكمبيوتر لديك.
 HP Wolf يتم تنشيط الأمان بعد تشغيل جهاز الكمبيوتر لأول مرة وتسجيل المنتج. ويدير

Pro Security Edition تحديثات الخلفية، كما يعزل الملفات الضارة ويحمي استخدامك 
للتصفح لديك.

حماية على مستوى للشركة 
من البرامج الضارة في حزمة 

تثبيت بسيطة ومكوّنة مسبقًا 
مصممة للشركات الصغيرة 

ومتوسطة الحجم. ولا توجد 
حاجة إلى الإدارة. 
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المحاكاة الافتراضية والأمان المعزز بالذكاء الاصطناعي 
 المدعوم بالتعلم العميق
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أمان من فئة المؤسسات مخصص للشركات الصغيرة والمتوسطة
يوفر HP Wolf Pro Security Edition حماية لجهاز الكمبيوتر الخاص بك من خلال احتواء التهديدات، والبحث عن البرامج الضارة المدعوم بالذكاء 

الاصطناعي، وحماية بيانات الاعتماد من التصيد الاحتيالي.
 ،HP لتحديث حماية الأمان. وترتبط الحماية ثلاثية الطبقات بالخدمة السحابية من HP الاتصال بشركة HP Wolf Pro Security Edition لا يتطلب

مما يوفر لك التحديثات وملفات تعريف الأمان الجديدة في الخلفية أثناء عملك.
ويتم تكوين إعدادات الأمان مسبقًا بشكل مباشر، وتبدأ الحماية في المرة الأولى التي تستخدم فيها جهاز الكمبيوتر الجديد وتسجيله.

توفر لوحة المعلومات سهلة الاستخدام قائمة بالتهديدات أو العناصر المحتمل هجومها على الكمبيوتر وكيفية إيقاف التهديدات. إذ تقدم 
لوحة المعلومات اسم الملف والتاريخ وكيف تم التعامل مع الملف بأمان على جهاز الكمبيوتر الخاص بك مع تقديم التقارير إلى سحابة 

HP لمنع تكرار الهجمات.
ومن خلال الدمج بين المحاكاة الافتراضية والعزل، يقوم HP Wolf Pro Security Edition بعزل الملفات، ثم يسمح لك بعرض هذه الملفات في 

ا أو يحتاج إلى حذفه من جهاز الكمبيوتر. منطقة افتراضية آمنة، مما يتيح لك تحديد ما إذا كان الملف آمنً
احتواء التهديدات – يتميز بإصدار متطور من HP Sure Click وبرنامج محاكاة افتراضية يعتمد على مراقب الأجهزة الافتراضية يحمي 	•

من مواقع الويب وتنزيلات الملفات الضارة.
منع البرامج الضارة – يتميز بإصدار متطور من HP Sure Sense وتقنية مكافحة البرامج الضارة عن طريق الذكاء الاصطناعي المدعوم 	•

بالتعلم العميق
حماية الهوية – يتميز HP Wolf Pro Security Edition بمحرك لمكافحة التصيد الاحتيالي مع إمكانية فحص المستخدمين وتحذيرهم 	•

من مواقع الويب التي قد تقوم بتسجيل الدخول أو التقاط بيانات اعتماد المستخدم وبيانات تسجيل الدخول وكلمة المرور.

تسهيل الحماية بفضل التصميم الذكي
 HP Wolf Pro تعرض وحدة التحكم المكتبية البسيطة جميع الإعدادات والميزات وتقارير تهديدات الأمان. وهذا يتيح لك عرض طريقة حماية

ف على أنواع الملفات ومواقع الويب ذات النوايا السيئة تجاه جهاز الكمبيوتر لديك. Security Edition لك عن طريق التعرُّ
يتم تنشيط الأمان بعد تشغيل جهاز الكمبيوتر لأول مرة وتسجيل المنتج. ويدير HP Wolf Pro Security Edition تحديثات الخلفية، كما يعزل 

الملفات الضارة ويحمي استخدامك للتصفح لديك.

HP WOLF PRO SECURITY EDITION لوحة معلومات

يوفر HP Wolf Pro Security Edition لوحة تحكم واحدة مع تخطيط "عرض مبوب" بسيط. وتقدم كل علامة تبويب مجموعة متنوعة من الخيارات 
لميزات الأمان والإعدادات وتقارير التهديدات.

تتضمن ميزات لوحة المعلومات على سبيل المثال لا الحصر:

علامة تبويب الحالة
HP Wolf Pro Security Edition تقدم مركز معلومات سهل الاستخدام لحل

حالة الحماية الحالية	•
عدد الملفات التي تم فحصها على جهاز الكمبيوتر الخاص بك	•
عدد مواقع الويب التي تمت زيارتها والحماية منها	•

علامة تبويب التنبيهات
عرض قائمة نشطة بالملفات ومواقع الويب الضارة التي تم اكتشافها ومربعات حوار التصيد الاحتيالي لبيانات الاعتماد

قائمة قابلة للعرض بالملفات الضارة موضوعة على جهاز الكمبيوتر الخاص بك بواسطة مفتاح USB أو متصفح أو مرفق بريد 	•
إلكتروني أو تنزيل. )تعرض الملفات المحتمل أن تكون ضارة كلاً من الاسم والتاريخ ونوع الملف وخيار المستخدم لعرض الملف أو 

حذفه(
ا أم لا	• يمكنك تصحيح ملف والتعامل معه باستخدام تقنية عزل التهديدات من HP لتحديد ما إذا كان الملف آمنً

علامة تبويب الدعم
نبذة عن المعلومات – رقم الإصدار

ا إلى أحدث إصدار عند الاتصال بإنترنت نشط	• يً سيتم تحديث HP Wolf Pro Security Edition تلقائ
إعدادات متقدمة

تمكين الأمان وتعطيله )توصي HP بترك برنامج الأمان دائمًا في وضع التشغيل والتنشيط(	•
ا	• تسجيل الدخول - إمكانية التقاط ملفات سجل الأنشطة وإرسالها ومسحها إذا كان الدعم مطلوبً
عرض الاحتواء المباشر - عرض في الوقت الفعلي لمواقع الويب المعزولة التي يفتحها متصفحك	•

HP الحصول على التعليمات - ارتباطات إلى معلومات دعم



يتم تحميله مسبقًا على أجهزة كمبيوتر Pro وElite مختارة من HP )أجهزة الكمبيوتر المكتبية وأجهزة الكمبيوتر المحمولة( 
التي تستوفي الحد الأدنى من متطلبات النظام المدرجة أدناه.

الأنظمة الأساسية المدعومة

HP Sure Click Proو HP Sure Sense Pro عناصر برامج الأمان

Windows 10 Pro 64؛ Windows 10 Enterprise؛ Windows 10 Enterprise LTSC )إصدار 64 بت فقط( أنظمة التشغيل المدعومة

معالج Intel® Core™ i7 من الجيل الحادي عشر )الطرازان i7-8665U وi7-8565U(؛ معالج Intel® Core™ i5 من الجيل الحادي 
عشر )الطرازان i5-8365U وi5-8265U(؛ معالج Intel® Core™ i3 من الجيل الحادي عشر وAMD Ryzen أو معالجات أحدث

المعالجات المدعومة

بحد أدنى 8 جيجابايت/مساحة خالية على القرص من 10 إلى 20 جيجابايت الذاكرة/مساحة القرص المطلوبة

الإنجليزية والفرنسية والألمانية والإسبانية والسويدية والإيطالية والبرتغالية البرازيلية واليابانية لغات البرنامج

ما لا يزيد عن ٪5 من استخدام وحدة المعالجة المركزية مع وجود التطبيق والخدمات وتشغيلها السعة المستخدمة من وحدة المعالجة 
ية المركز

يتم تضمين الدعم لمدة ثلاث سنوات. ويتم تقديم الدعم باللغة الإنجليزية من قبل وكلاء الدعم في HP بالولايات المتحدة 
عن طريق الدردشة أو الهاتف لمدة سنة واحدة أو ثلاث سنوات. وقد تختلف أوقات الدعم حسب البلد.

HP دعم

تم تحسين HP Wolf Pro Security Edition لبيئة الشركات الصغيرة والمتوسطة، ويطرح بشكل مسبق الإعداد، كما أن إمكانية 
الإدارة تعتبر ميزة اختيارية. يدعم HP Wolf Pro Security Edition مجموعة أدوات محدودة يمكن استخدامها بواسطة حزمة 

.http://www.hp.com/go/clientmanagement التي يمكن تنزيلها من على الموقع HP Manageability Integration Kit

ميزات الإدارة

لًا مسبقًا على طرز محددة،  يتوفر إصدار HP Wolf Pro Security )بما في ذلك HP Sure Click Pro وHP Sure Sense Pro( مُحمَّ
 HP Wolf الذي تم شراؤه، ومتضمنًا ترخيصًا مدفوعًا لمدة سنة واحدة أو 3 سنوات. يُمنح ترخيص برنامج HP حسب منتج

Pro Security Edition بموجب شروط ترخيص برنامج HP Wolf Security في اتفاقية ترخيص المستخدم النهائي )EULA( التي 
يمكن العثور عليها على موقع: https://support.hp.com/us-en/document/c00581401?openCLC=true حيث تم تعديل 

اتفاقية ترخيص المستخدم النهائي بما يلي: "7. المدة. ما لم يتم الإنهاء في وقت سابق وفقًا للشروط الواردة في اتفاقية 
ترخيص المستخدم النهائي هذه، فإن ترخيص HP Wolf Pro Security Edition (HP Sure Sense Pro وHP Sure Click Pro( يكون 
ساريًا عند التنشيط ويستمر لمدة ترخيص تبلغ اثني عشر )12( شهرًا أو ستة وثلاثين )36( شهرًا )"المدة الأولية"(. في نهاية 
المدة الأولية، يمكنك إما )أ( شراء ترخيص تجديد لإصدار HP Wolf Pro Security Edition من HP.com أو HP Sales أو أحد شركاء 
قنوات مبيعات HP، أو )ب( مواصلة استخدام الإصدارات القياسية من HP Sure Click وHP Sure Sense بدون أي تكاليف إضافية 

".HP ودون الحاجة إلى تحديثات برامج في المستقبل أو طلب دعم

شروط ترخيص البرنامج

HP WOLF PRO SECURITY EDITION مواصفات

توصي HP باستخدام Windows 10 Pro للأعمال.

.hp.com/go/computersecurity ف على المزيد من موقع تعرَّ
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لًا مسبقًا على وحدات بأرقام تعريف منتجات محددة، ويتضمن  1 �يتوفر HP Wolf Pro Security Edition )بما في ذلك HP Sure Click Pro وHP Sure Sense Pro( مُحمَّ

ا لمدة عام أو 3 أعوام اعتمادًا على منتج HP الذي تم شراؤه. يُمنح ترخيص برنامج HP Wolf Pro Security Edition بموجب شروط ترخيص  ترخيصًا مدفوعً
https://support.hp.com/us-en/document/ :التي يمكن العثور عليها على موقع )EULA( في اتفاقية ترخيص المستخدم النهائي HP Wolf Security برنامج

ا للشروط الواردة  c00581401?openCLC=true حيث تم تعديل اتفاقية ترخيص المستخدم النهائي بما يلي: "7. المدة. ما لم يتم الإنهاء في وقت سابق وفقً
ا عند التنشيط  في اتفاقية ترخيص المستخدم النهائي هذه، فإن ترخيص HP Wolf Pro Security Edition (HP Sure Sense Pro وHP Sure Click Pro( يكون ساريً

ويستمر لمدة ترخيص تبلغ اثني عشر )12( شهرًا أو ستة وثلاثين )36( شهرًا )"المدة الأولية"(. في نهاية المدة الأولية، يمكنك إما )أ( شراء ترخيص تجديد 
لإصدار HP Wolf Pro Security Edition من HP.com أو HP Sales أو أحد شركاء قنوات مبيعات HP، أو )ب( مواصلة استخدام الإصدارات القياسية من HP Sure Click و

".HP بدون أي تكاليف إضافية ودون الحاجة إلى تحديثات برامج في المستقبل أو طلب دعم HP Sure Sense
2 �يتطلب HP Sure Click Pro نظام التشغيل Windows 10، وهو يدعم متصفح Microsoft Internet Explorer أو Google Chrome أو Chromium. تشمل المرفقات 

.Adobe Acrobat أو Microsoft Office عندما يتم تثبيت PDF وملفات )PowerPointو Excelو Word لتطبيقات( Microsoft Office المدعومة ملفات
.http://www.hp.com/go/clientmanagement من موقع HP Manageability Integration Kit 3 �يمكن تنزيل

http://www.hp.com/go/clientmanagement
http://hp.com/go/computersecurity
http://www.hp.com/go/clientmanagement

