
Forbedre sikkerheten for små kontorer
Støtt små til mellomstore bedrifter med overlegen sikkerhet fra HP. HP Wolf Pro Security 
Edition1 består av tre lag med sikkerhetsbeskyttelse.

HP Wolf Pro Security Edition gir trusselavgrensning, forebygging av skadelig programvare 
og identitetsbeskyttelse i en enkel og brukervennlig konfigurasjon. Trippelbeskyttelse 
oppnås ved å kombinere hypervisor-basert trusselavgrensning, neste generasjons 
AI-beskyttelse mot skadelig programvare og anti-phishing i en enkelt pakke. Tilbudet 
er forhåndskonfigurert og optimalisert for SMB-er eller kontorer uten dedikert IT-
administrasjon.

HP Wolf Pro Security Edition begynner å beskytte PC-en din umiddelbart etter 
brukerregistrering. IT-støtte kreves ikke, men hvis kontoret vokser, støttes grunnleggende 
administrasjonsverktøy3.

HPs kundestøtte er inkludert i HP Wolf Pro Security Edition, slik at du får mest mulig ut av din 
nye, kraftige sikkerhetsprogramvare.

Forenkle beskyttelsen med et smart design
En enkel skrivebordskonsoll presenterer innstillinger, funksjoner og rapportering av 
sikkerhetstrusler. På denne måten kan du se hvordan HP Wolf Pro Security Edition beskytter deg 
ved å identifisere filtypene og nettstedene med urettmessige hensikter rettet mot PC-en din.

Sikkerhet aktiveres etter at du slår på PC-en for første gang og registrerer produktet. HP 
Wolf Pro Security Edition administrerer oppdateringer i bakgrunnen, setter skadelige filer i 
karantene og beskytter nettleseropplevelsen din.

Beskyttelse på 
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HP anbefaler Windows 10 Pro for 
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HP WOLF PRO SECURITY EDITION

HP WOLF PRO SECURITY 
EDITION
DATAARK

Sikkerhet basert på virtualisering og dyp lærings-AI 
for SMB-miljøer

TRUSSELAV-
GRENSNING

FOREBYGGING 
AV  
SKADELIG 
PROGRAMVARE



HP WOLF PRO SECURITY EDITION

HP WOLF PRO SECURITY EDITION
HP anbefaler Windows 10 Pro for bedrifter.

Konsernsikkerhet laget for SMB
HP Wolf Pro Security Edition beskytter PC-en med nettleserbasert trusselavgrensning, AI-basert skanning etter skadelig programvare, 
beskyttelse mot phishing av påloggingsinformasjon.

HP Wolf Pro Security Edition krever ikke at du kontakter HP for å oppdatere sikkerhetsbeskyttelsen. Trippeltrusselbeskyttelsen er knyttet til 
HPs skytjeneste, som leverer oppdateringer og nye sikkerhetsprofiler i bakgrunnen, mens du fortsetter å jobbe.

Sikkerhetsinnstillinger er forhåndskonfigurert ut av boksen, og beskyttelsen starter den første gangen du bruker og registrerer den nye PC-
en.

Et intuitivt dashbord gir en liste over trusler eller elementer som potensielt har angrepet PC-en din – og hvordan truslene ble stanset. 
Dashbordet gir et filnavn, dato og hvordan filen ble håndtert på PC-en din – samtidig som det rapporteres via HPs nettsky for å forhindre 
gjentagende angrep.

Ved å flette sammen virtualisering og isolasjon, setter HP Wolf Pro Security Edition filer i karantene, og gir deg deretter muligheten til å se 
disse filene i en virtuell trygghetssone – på den måten kan du avgjøre om en fil er trygg eller må slettes fra PC-en.

•	 Trusselavgrensning – Med en avansert versjon av HP Sure Click, hypervisor-basert, virtualiseringsprogramvare, som beskytter mot 
skadelige nettsider og filnedlastinger.

•	 Forebygging av skadelig programvare – Med en avansert versjon av HP Sure Sense, dyp lærings-AI – teknologi mot skadelig 
programvare

•	 Identitetsbeskyttelse – HP Wolf Pro Security Edition har en anti-phishingmotor som kan skanne og advare brukere mot nettsteder som 
kanskje loggfører eller fanger opp brukerens påloggingsinformasjon, påloggings- og passord-informasjon.

Forenkle beskyttelsen med et smart design
En enkel skrivebordskonsoll presenterer innstillinger, funksjoner og rapportering av sikkerhetstrusler. På denne måten kan du se hvordan HP 
Wolf Pro Security Edition beskytter deg ved å identifisere filtypene og nettstedene med urettmessige hensikter rettet mot PC-en din.

Sikkerhet aktiveres etter at du slår på PC-en for første gang og registrerer produktet. HP Wolf Pro Security Edition administrerer 
oppdateringer i bakgrunnen, setter skadelige filer i karantene og beskytter nettleseropplevelsen din.

HP WOLF PRO SECURITY EDITION-DASHBORD

HP Wolf Pro Security Edition har et enkelt dashbord med et enkelt fanebasert oppsett. Hver fane presenterer et variert utvalg med parametre 
for sikkerhetsfunksjoner, innstillinger og trusselrapporter.

Dashbord-funksjoner inkluderer, men er ikke begrenset til:

STATUS-FANE
Presenterer et intuitivt informasjonssenter for HP Wolf Pro Security Edition

•	 Gjeldende beskyttelsesstatus

•	 Antall og dato for skannede filer på PC-en din

•	 Antall nettsteder besøkt og beskyttet

VARSLER-FANE
Gir en aktiv liste over oppdagete skadelige filer, nettsteder og dialogbokser for phising av påloggingsinformasjon

•	 En lesbar liste over skadelige filer plassert på PC-en din via USB Key, nettleser, e-postvedlegg eller nedlastinger.  
(Potensielt skadelige filer viser navn, dato, filtype og brukeralternativ for å se eller slette filen)

•	 Korriger og håndter en fil, ved hjel av HPs trusselisoleringsteknologi for å avgjøre om filen er trygg eller ikke

KUNDESTØTTE-FANE
Om-informasjon – Versjonsnummer

•	 HP Wolf Pro Security Edition oppdateres automatisk til den siste versjonen når det er koblet til en aktiv internettforbindelse

Avanserte innstillinger

•	 Aktiver og deaktiver sikkerhet (HP anbefaler at sikkerhetsprogramvaren alltid er på og aktiv)

•	 Loggføring – mulighet til å fange opp, sende og fjerne aktivitetsloggfiler hvis støtte er nødvendig

•	 Direkte avgrensningsvising – sanntidsvisning av isolerte nettsteder åpnet av nettleseren din

Få hjelp – koblinger til HPs kundestøtteinformasjon



Plattformer som støttes Forhåndslastet på utvalgte HP Pro- og Elite-PC-er (stasjonære og bærbare) som oppfyller systemkravene oppført nedenfor.

Sikkerhetsprogramvareele-
menter

HP Sure Sense Pro og HP Sure Click Pro

Operativsystemer som støttes Windows 10 Pro 64; Windows 10 Enterprise; Windows 10 Enterprise LTSC (kun 64-biters)

Prosessorer som støttes 11. generasjons Intel® Core™ i7-prosessor (modellene i7-8665U, i7-8565U); 11. generasjons Intel® Core™ i5-prosessor 
(modellene i5-8365U, i5-8265U); 11. generasjons Intel® Core™ i3-prosessor og AMD Ryzen eller nyere prosessor

Nødvendig minne/diskplass Minst 8 GB / 10–20 GB med ledig diskplass

Programvarespråk Engelsk, fransk, tysk, spansk, svensk, italiensk, brasiliansk portugisisk, japansk

CPU-utnytting Ikke mer enn 5 % av CPU-en utnyttes når program og tjenester er tilstede og kjører

HPs kundestøtte Treårig kundestøtte inkludert. Kundestøtte gis på engelsk av HPs amerikanske kundestøtteagenter via chat eller telefon i 
løpet av den ettårige eller treårige perioden. Støttetider kan variere fra land til land.

Administrasjonsfunksjoner HP Wolf Pro Security Edition er optimalisert for SMB-miljøer og sendes forhåndskonfigurert – administrerbarhet er valgfritt. 
HP Wolf Pro Security Edition støtter et begrenset verktøysett som kan brukes av HP Manageability Integration Kit, som kan 
lastes ned fra http://www.hp.com/go/clientmanagement.

Lisensvilkår for programvaren HP Wolf Pro Security Edition (inkludert HP Sure Click Pro og HP Sure Sense Pro) er tilgjengelig forhåndslastet på utvalgte 
SKU-er, og inkluderer en betalt ettårig eller treårig lisens, avhengig av hvilket HP-produkt som er kjøpt. HP Wolf Pro Security 
Edition-programvaren er lisensiert under lisensvilkårene i HP Wolf Security-programvarens sluttbrukerlisensavtale (EULA), 
som du finner her: https://support.hp.com/us-en/document/c00581401?openCLC=true slik denne EULA er endret av 
følgende: “7. Periode. Med mindre den er avsluttet tidligere i henhold til vilkårene i denne EULA, vil lisensen for HP Wolf Pro 
Security Edition (HP Sure Sense og HP Sure Click Pro) tre i kraft ved aktivering og vil være aktiv i en lisensperiode på enten 
tolv (12) måneder eller trettiseks (36) måneder («Innledende periode»). På slutten av den innledende perioden kan du enten 
(a) kjøpe en fornyelseslisens for HP Wolf Pro Security Edition fra HP.com, HP-salg eller en HP-kanalpartner, eller (b) fortsette 
å bruke standardversjonene av HP Sure Click og HP Sure Sense uten ekstra kostnader, fremtidige programvareoppdateringer 
eller HP-kundestøtte.”

SPESIFIKASJONER FOR HP WOLF PRO SECURITY EDITION

HP anbefaler Windows 10 Pro for bedrifter.

Finn ut mer på hp.com/go/computersecurity.
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1 �HP Wolf Pro Security Edition (inkludert HP Sure Click Pro og HP Sure Sense Pro) er tilgjengelig forhåndslastet på utvalgte SKU-er, og inkluderer en betalt 
ettårig eller treårig lisens, avhengig av hvilket HP-produkt som er kjøpt. HP Wolf Pro Security Edition-programvaren er lisensiert under lisensvilkårene i 
HP Wolf Security-programvarens sluttbrukerlisensavtale (EULA), som du finner her: https://support.hp.com/us-en/document/c00581401?openCLC=true 
slik denne EULA er endret av følgende: “7. Periode. Med mindre den er avsluttet tidligere i henhold til vilkårene i denne EULA, vil lisensen for HP Wolf Pro 
Security Edition (HP Sure Sense og HP Sure Click Pro) tre i kraft ved aktivering og vil være aktiv i en lisensperiode på enten tolv (12) måneder eller trettiseks 
(36) måneder («Innledende periode»). På slutten av den innledende perioden kan du enten (a) kjøpe en fornyelseslisens for HP Wolf Pro Security Edition 
fra HP.com, HP-salg eller en HP-kanalpartner, eller (b) fortsette å bruke standardversjonene av HP Sure Click og HP Sure Sense uten ekstra kostnader, 
fremtidige programvareoppdateringer eller HP-kundestøtte.”

2 �HP Sure Click Pro krever Windows 10 og støtter Microsoft Internet Explorer, Google Chrome eller Chromium. Støttede tillegg inkluderer Microsoft Office 
(Word, Excel, PowerPoint) og PDF-filer når Microsoft Office eller Adobe Acrobat er installert.

3 �HP Manageability Integration Kit kan lastes ned fra http://www.hp.com/go/clientmanagement.

http://www.hp.com/go/clientmanagement
http://hp.com/go/computersecurity
http://www.hp.com/go/clientmanagement

