
Parandage väikeste kontorite turvalisust
Toetage oma väikest ja keskmise suurusega ettevõtet HP tõhusa turvalisusega.  
HP Wolf Pro Security Edition1 koosneb kolmest kaitsekihist.

HP Wolf Pro Security Edition pakub ohtude isoleerimist, pahavara ennetamist ja 
identiteedikaitset ühes ja hõlpsasti kasutatavas konfiguratsioonis. Kolmekordne kaitse 
saavutatakse, ühendades ühte paketti hüperviisoripõhise ohu isoleerimise, järgmise 
põlvkonna AI pahavarakaitse ja andmepüügivastase kaitse. Pakkumine on eelseadistatud ja 
optimeeritud VKEde või kontorite jaoks ilma spetsiaalse IT-halduseta.

HP Wolf Pro Security Edition hakkab arvutit kaitsma kohe pärast kasutaja registreerimist. 
IT-tugi pole vajalik, kuid kui kontor kasvab, toetatakse põhilisi haldustööriistu3.

HP Wolf Pro Security Editioniga on kaasas HP tugi, mis aitab uuest võimsast turvatarkvarast 
maksimumi võtta.

Lihtsustage kaitset nutika kujundusega
Lihtne töölaua konsool esitab turvariski seadeid, funktsioone ja aruandeid. See võimaldab 
teil näha, kuidas HP Wolf Pro Security Edition teid kaitseb, tuvastades failitüübid ja 
veebilehed, millel on teie arvuti jaoks vale kavatsus.

Turvalisus aktiveeritakse pärast arvuti esmakordset sisselülitamist ja toote registreerimist. 
HP Wolf Pro Security Edition haldab taustavärskendusi, paigutab pahatahtlikud failid 
karantiini ja kaitseb teie sirvimiskogemust.

Ettevõtte tasemel 
pahavarakaitse 
lihtsas, eelseadistatud 
installipaketis, mis on 
mõeldud väikestele ja 
keskmise suurusega 
ettevõtetele. Juhtimist 
pole vaja. 

HP soovitab ettevõtetele 
Windows 10 Pro'd

HP WOLF PRO SECURITY EDITION

HP WOLF PRO SECURITY 
EDITION
ANDMELEHT

Virtualiseerimine ja süvaõppe AI turvalisus 
VKE keskkondade jaoks

OHU 
ISOLEERIMINE

PAHAVARA 
ENNETAMINE



HP WOLF PRO SECURITY EDITION

HP WOLF PRO SECURITY EDITION
HP soovitab ettevõtetele Windows 10 Pro'd

Ettevõtte turvalisus VKEdele
HP Wolf Pro Security Edition kaitseb teie arvutit brauseripõhiste ohtude isoleerimise, tehisintellektipõhise pahavara skannimise ja 
andmepüügivastase mandaadi kaitsega.

HP Wolf Pro Security Edition ei nõua turvalisuse värskendamiseks HP-ga ühenduse võtmist. Kolmekordne ohu kaitse on ühendatud HP 
pilveteenusega, mis pakub töö jätkamise ajal värskendusi ja uusi turvaprofiile.

Turvaseaded on eelkonfigureeritud ja kaitse algab uue arvuti esmakordsel kasutamisel ja registreerimisel.

Intuitiivne juhtpaneel pakub loendit ohtudest või üksustest, mis võivad teie arvutit rünnata - ja kuidas ohud peatati. Juhtpaneel kuvab faili 
nime, kuupäeva ja selle, kuidas faili teie arvutis ohutult käsitseti, samal ajal teavitades HP pilve, et vältida korduvaid rünnakuid.

Virtuaalsuse ja isoleerimise põimimisega paigutab HP Wolf Pro Security Edition failid karantiini ja võimaldab seejärel neid faile virtuaalses 
turvatsoonis vaadata, võimaldades teil otsustada, kas fail on ohutu või tuleks see arvutist eemaldada.

•	 Ohu isoleerimine – Sellel on hüperviisoripõhise virtualiseerimistarkvara HP Sure Click täiustatud versioon, mis kaitseb pahatahtlike 
veebilehtede ja failide allalaadimise eest.

•	 Pahavara ennetamine – sisaldab HP Sure Sense'i täiustatud versiooni, süvaõppe tehisintellekti - pahavaratõrje tehnoloogiat

•	 Identiteedi kaitse – HP Wolf Pro Security Edition sisaldab andmepüügivastast mootorit, mis võimaldab skannida ja hoiatada kasutajaid 
veebilehtede eest, mis võivad logida või hõivata kasutajate mandaate, sisselogimisandmeid ja paroole.

Lihtsustage kaitset nutika kujundusega
Lihtne töölaua konsool esitab turvariski seadeid, funktsioone ja aruandeid. See võimaldab teil näha, kuidas HP Wolf Pro Security Edition teid 
kaitseb, tuvastades failitüübid ja veebilehed, millel on teie arvuti jaoks vale kavatsus.

Turvalisus aktiveeritakse pärast arvuti esmakordset sisselülitamist ja toote registreerimist. HP Wolf Pro Security Edition haldab 
taustavärskendusi, paigutab pahatahtlikud failid karantiini ja kaitseb teie sirvimiskogemust.

HP WOLF PRO SECURITY EDITION JUHTPANEEL

HP Wolf Pro Security Edition kasutab ühte juhtpaneeli, millel on lihtne vahekaardivaade. Igal vahekaardil on erinevaid turvaelementide, 
seadete ja ohuaruannete parameetreid.

Juhtpaneeli funktsioonid hõlmavad järgmist, kuid mitte ainult::

OLEKU VAHEKAART
Näitab HP Wolf Pro Security Editioni intuitiivset andmekeskust

•	 Praeguse kaitse olekut

•	 Arvutis skannitud failide arvu ja kuupäeva

•	 Külastatud ja kaitstud veebilehtede arvu

HOIATUSTE VAHEKAART
Annab aktiivse loendi tuvastatud pahatahtlikest failidest, veebilehtedest ja mandaadi andmepüügi dialoogiboksidest

•	 Nähtav nimekiri kahjulikest failidest, mis on arvutisse paigutatud USB-mälupulga, brauseri, e-posti manuse või allalaadimise kaudu. 
(Potentsiaalselt pahatahtlikel failidel on nimi, kuupäev, failitüüp ja kasutaja valik faili vaadata või kustutada)

•	 Parandage faili ja tegutsege HP ohu isoleerimise tehnoloogia abil, et teha kindlaks, kas fail on ohutu või mitte

TOE VAHEKAART
Teave - versiooni number

•	 HP Wolf Pro Security Edition värskendatakse automaatselt uusimale versioonile, kui see on ühendatud aktiivse internetiühendusega

Täpsemad seaded

•	 Turvalisuse lubamine ja keelamine (HP soovitab jätta turvatarkvara alati sisse ja aktiivseks)

•	 Logimine - võimalus logida, saata ja kustutada tegevuslogi faile, kui on vaja tuge

•	 Reaalajas säilitusvaade - teie brauseri avatud isoleeritud veebisaitide vaade reaalajas

Hankige abi - lingid HP toe teabele



Toetatud platvormid Eellaaditud valitud HP Pro ja Elite arvutitele (laua- ja sülearvutid), mis vastavad allpool loetletud süsteeminõuetele.

Turvatarkvara elemendid HP Sure Sense Pro ja HP Sure Click Pro

Toetatavad 
operatsioonisüsteemid

Windows 10 Pro 64; Windows 10 Enterprise; Windows 10 Enterprise LTSC (64-bit ainult)

Toetatud protsessorid 11. põlvkonna Intel® Core ™ i7 protsessor (mudelid i7-8665U, i7-8565U); 11. põlvkonna Intel® Core ™ i5 protsessor (mudelid 
i5-8365U, i5-8265U); 11. põlvkonna Intel® Core ™ i3 protsessor ja AMD Ryzen või uuemad protsessorid

Vajalik mälu/kettaruum Vähemalt 8 GB / 10-20 GB vaba kettaruumi

Tarkvara keeled Inglise, prantsuse, saksa, hispaania, rootsi, itaalia, Brasiilia portugali, jaapani

CPU kasutamine Mitte rohkem kui 5% CPU kasutamist koos rakenduste ja teenustega, mis on olemas ja töötavad

HP tugi Kaasas kolmeaastane tugi. HP USA tugiteenindajad pakuvad tuge ühe või kolme aasta jooksul inglise keeles vestluse või 
telefoni teel. Toe ajad võivad riigiti erineda.

Haldusfunktsioonid HP Wolf Pro Security Edition on optimeeritud VKEde keskkonna jaoks ja tarnitakse eelseadistatult- hallatavus on valikuline. 
HP Wolf Pro Security Edition toetab piiratud hulga tööriistu, mida saab kasutada HP hallatava integreerimise komplektiga ja 
mille saab alla laadida veebilehelt http://www.hp.com/go/clientmanagement.

Tarkvara litsentsi tingimused HP Wolf Pro Security Edition (sh HP Sure Click Pro ja HP Sure Sense Pro) on saadaval eellaadituna valitud SKU-dele ja sisaldab 
olenevalt ostetud HP tootest 1- või 3-aastast tasulist litsentsi. Tarkvara HP Wolf Pro Security Edition on litsentsitud HP Wolf 
Security tarkvara litsentsitingimuste - lõppkasutaja litsentsilepingu (EULA) alusel, mille leiate aadressilt: https://support.
hp.com/us-en/document/c00581401?openCLC=true kuna seda EULA-t muudetakse järgmiselt: “7. Kehtivus. Kui vastavalt 
käesoleva EULA tingimustele ei ole sätestatud teisiti, kehtib HP Wolf Pro Security Editioni (HP Sure Sense Pro ja HP Sure Click 
Pro) litsents aktiveerimisel ja see kehtib kas kaksteist (12) kuud või kolmkümmend kuus (36) kuud kestva litsentsiperioodi 
jooksul („Esialgne periood”). Esialgse perioodi lõpus saate (a) osta HP Wolf Pro Security Editioni uuendamislitsentsi 
veebilehelt HP.com, HP Sales või HP Channel Partner või (b) jätkata HP Sure Click ja HP ​​Sure Sense standardversioonide 
kasutamist ilma lisatasuta ja ilma tulevaste tarkvaravärskenduste või HP toeta."

HP WOLF PRO SECURITY EDITION SPETSIFIKATSIOONID

HP soovitab ettevõtetele Windows 10 Pro'd

Lisateave veebilehelt hp.com/go/computersecurity.

© Copyright 2021 HP Development Company, L.P. Selles dokumendis sisalduvat teavet võidakse ilma ette teatamata muuta. Ainsad HP toodetele ja 
teenustele kehtivad garantiid on toodud nende toodete ja teenustega kaasas olevates garantiiavaldustes. Mitte ühtegi osa selles dokumendis sisalduvast 
teabest ei saa kohaldada täiendava garantiina. HP ei vastuta käesolevas dokumendis esineda võivate tehniliste ega toimetamisvigade või väljajäetud 
teabe eest.

Microsoft ja Windows on ettevõtte Microsoft Corporation kaubamärgid või registreeritud kaubamärgid USA-s ja/või teistes riikides. Intel ja Core on Intel 
Corporationi või selle tütarettevõtete kaubamärgid USA-s ja/või teistes riikides.
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1 �HP Wolf Pro Security Edition (sh HP Sure Click Pro ja HP Sure Sense Pro) on saadaval eellaadituna valitud SKU-dele ja sisaldab olenevalt ostetud HP tootest 
1- või 3-aastast tasulist litsentsi. Tarkvara HP Wolf Pro Security Edition on litsentsitud HP Wolf Security tarkvara litsentsitingimuste - lõppkasutaja 
litsentsilepingu (EULA) alusel, mille leiate aadressilt: https://support.hp.com/us-en/document/c00581401?openCLC=true kuna seda EULA-d muudetakse 
järgmiselt: “7. Kehtivus. Kui vastavalt käesoleva EULA tingimustele ei ole sätestatud teisiti, kehtib HP Wolf Pro Security Editioni (HP Sure Sense Pro ja HP ​​Sure 
Click Pro) litsents aktiveerimisel ja see kehtib kas kaksteist (12) kuud või kolmkümmend kuus (36) kuud kestva litsentsiperioodi jooksul („Esialgne periood”). 
Esialgse perioodi lõpus saate (a) osta HP Wolf Pro Security Editioni uuendamislitsentsi veebilehelt HP.com, HP Sales või HP Channel Partner või (b) jätkata HP 
Sure Click ja HP ​​Sure Sense standardversioonide kasutamist ilma lisatasuta ja ilma tulevaste tarkvaravärskenduste või HP toeta."

2 �HP Sure Click Pro jaoks on vaja Windows 10 ja Microsoft Internet Explorerit, Google Chrome'i või Chromiumi. Toetatud manused hõlmavad Microsoft Office'i 
(Word, Excel, PowerPoint) ja PDF-faile, kui Microsoft Office või Adobe Acrobat on installitud.

3 �HP hallatava integreerimise komplekti saab alla laadida aadressilt http://www.hp.com/go/clientmanagement.

http://www.hp.com/go/smallestAiOclaims.
http://hp.com/go/printerclaims
http://www.hp.com/go/smallestAiOclaims.

