
Uzlabojiet mazo biroju drošību
Atbalstiet savu mazo vai vidējo uzņēmumu ar spēcīgu HP drošību. HP Wolf Pro Security 
Edition1 sastāv no trim drošības aizsardzības slāņiem.

HP Wolf Pro Security Edition nodrošina draudu ierobežošanu, ļaunprogrammatūras 
novēršanu un identitātes aizsardzību vienā viegli lietojamā konfigurācijā. Trīskārša 
aizsardzība tiek panākta, kombinējot apdraudējumu ierobežošanu uz hipervizora bāzes, 
nākamās paaudzes AI aizsardzību pret ļaunprogrammatūru un pikšķerēšanas novēršanu 
vienā pakotnē. Piedāvājums ir iepriekš konfigurēts un optimizēts maziem un vidējiem 
uzņēmumiem vai birojiem bez īpašas IT pārvaldības.

HP Wolf Pro Security Edition sāk aizsargāt datoru tūlīt pēc lietotāja reģistrācijas. IT atbalsts 
nav nepieciešams, taču, ja birojs paplašinās, tiek atbalstīti pārvaldības pamatrīki3.

HP Wolf Pro Security Edition ir iekļauts HP atbalsts, lai palīdzētu maksimāli izmantot jauno, 
spēcīgo drošības programmatūru.

Vienkāršojiet aizsardzību ar viedu dizainu
Vienkārša darbvirsmas konsole piedāvā iestatījumus, funkcijas un ziņošanu par drošības 
apdraudējumiem. Tādējādi jūs varat redzēt, kā HP Wolf Pro Security Edition jūs aizsargā, 
identificējot failu tipus un tīmekļa vietnes ar nevēlamiem nodomiem pret jūsu datoru.

Drošība tiek aktivizēta pēc datora pirmās ieslēgšanas un produkta reģistrēšanas. HP Wolf 
Pro Security Edition pārvalda fona atjauninājumus, ievieto karantīnā ļaunprātīgus failus un 
aizsargā jūsu pārlūkošanas pieredzi.
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HP iesaka Windows 10 Pro uzņēmumiem.

Uzņēmuma drošība, kas paredzēta MVU
HP Wolf Pro Security Edition aizsargā datoru ar apdraudējumu ierobežošanu uz pārlūka bāzes, ļaunprogrammatūras skenēšanu uz AI bāzes 
un akreditācijas datu aizsardzību pret pikšķerēšanu.

Lai atjauninātu drošības aizsardzību, HP Wolf Pro Security Edition nav jāsazinās ar HP. Trīskāršā aizsardzība pret apdraudējumiem ir savienota 
ar HP mākoņa pakalpojumu, kas nodrošina atjauninājumus un jaunus drošības profilus aizkulisēs, kamēr jūs turpināt darbu.

Drošības iestatījumi ir jau iepriekš konfigurēti, un aizsardzība sākas, pirmoreiz lietojot un reģistrējot jauno datoru.

Intuitīvs informācijas nodrošina datoram potenciāli uzbrūkošo apdraudējumu vai vienumu sarakstu, un informē, kā draudi tika apturēti. 
Informācijas panelī ir norādīts faila nosaukums, datums un veids, kā fails tika droši apstrādāts jūsu datorā, vienlaikus par to ziņojot HP 
mākonim, lai novērstu atkārtotus uzbrukumus.

Kombinējot virtualizāciju un izolāciju, HP Wolf Pro Security Edition ievieto failus karantīnā un pēc tam ļauj jums tos skatīt virtuāli drošā zonā, 
ļaujot noteikt, vai fails ir drošs vai arī tas ir jādzēš no datora.

•	 Apdraudējumu ierobežošana — ietver HP Sure Click uzlabotu versiju, hipervizora bāzes virtualizācijas programmatūru, kas aizsargā 
pret ļaunprātīgām tīmekļa vietnēm un failu lejupielādi.

•	 Ļaunprogrammatūras novēršana — ietver HP Sure Sense uzlabotu versiju, dziļās mācīšanās AI — ļaunprogrammatūras novēršanas 
tehnoloģiju

•	 Identitātes aizsardzība — HP Wolf Pro Security Edition ir aprīkots ar pretpikšķerēšanas programmu, kas var skenēt un brīdināt 
lietotājus par tīmekļa vietnēm, kurās, iespējams, tiek reģistrēti vai tverti lietotāju akreditācijas dati, pieteikšanās un paroles dati.

Vienkāršojiet aizsardzību ar viedu dizainu
Vienkārša darbvirsmas konsole piedāvā iestatījumus, funkcijas un ziņošanu par drošības apdraudējumiem. Tādējādi jūs varat redzēt, kā HP 
Wolf Pro Security Edition jūs aizsargā, identificējot failu tipus un tīmekļa vietnes ar nevēlamiem nodomiem pret jūsu datoru.

Drošība tiek aktivizēta pēc datora pirmās ieslēgšanas un produkta reģistrēšanas. HP Wolf Pro Security Edition pārvalda fona atjauninājumus, 
ievieto karantīnā ļaunprātīgus failus un aizsargā jūsu pārlūkošanas pieredzi.

HP WOLF PRO SECURITY EDITION INFORMĀCIJAS PANELIS

HP Wolf Pro Security Edition nodrošina vienu informācijas paneli ar vienkāršu izkārtojumu “ciļņu skats”. Katrā cilnē ir parādīti dažādi drošības 
līdzekļu, iestatījumu un apdraudējumu ziņojumu parametri.

Informācijas paneļa funkcijas iekļauj, piemēram, tālāk minētās.

STATUSA CILNE
Piedāvā intuitīvu HP Wolf Pro Security Edition informācijas centru

•	 Pašreizējais aizsardzības statuss

•	 Skenēto failu skaits un datums datorā

•	 Apmeklēto un aizsargāto tīmekļa vietņu skaits

BRĪDINĀJUMU CILNE
Nodrošina aktīvu sarakstu ar atklātajiem ļaunprātīgajiem failiem, tīmekļa vietnēm un akreditācijas datu pikšķerēšanas dialoglodziņiem

•	 Skatāms kaitīgo failu saraksts, kas ievietots datorā, izmantojot USB atslēgu, pārlūku, e-pasta pielikumu vai lejupielādi. (Potenciāli 
ļaunprātīgos failos ir norādīts nosaukums, datums, faila veids un lietotāja opcija, lai skatītu vai dzēstu failu)

•	 Labojiet failu un rīkojieties ar to, izmantojot HP apdraudējumu izolācijas tehnoloģiju, lai noteiktu, vai fails ir drošs

ATBALSTA CILNE
Par informāciju — versijas numurs

•	 Izveidojot aktīvu savienojums ar internetu, HP Wolf Pro Security Edition tiek automātiski atjaunināts uz jaunāko versiju

Papildu iestatījumi

•	 Iespējot un atspējot drošību (HP iesaka drošības programmatūru vienmēr atstāt ieslēgtu un aktīvu)

•	 Reģistrēšana — iespēja tvert, nosūtīt un notīrīt darbību žurnālfailus, ja nepieciešams atbalsts

•	 Tiešais ierobežojuma skats — izolētu tīmekļa vietņu skats, ko atver jūsu pārlūks

Saņemt palīdzību — saites uz HP atbalsta informāciju



Atbalstītās platformas Iepriekš ielādētas atsevišķos HP Pro un Elite datoros (darbvirsmas un piezīmjdatoros), kas atbilst tālāk uzskaitītajām 
sistēmas minimālajām prasībām.

Drošības programmatūras 
elementi

HP Sure Sense Pro un HP Sure Click Pro

Atbalstītās operētājsistēmas Windows 10 Pro 64; Windows 10 Enterprise; Windows 10 Enterprise LTSC (tikai 64 bitu)

Atbalstītie procesori 11. paaudzes Intel® Core™ i7 procesors (i7-8665U, i7-8565U modeļi); 11. paaudzes Intel® Core™ i5 procesors (i5-8365U, 
i5-8265U modeļi); 11. paaudzes Intel® Core™ i3 procesors un AMD Ryzen vai jaunāki procesori

Nepieciešamā atmiņa/diska 
vieta

Vismaz 8 GB/10–20 GB brīvas vietas diskā

Programmatūras valodas Angļu, franču, vācu, spāņu, zviedru, itāļu, Brazīlijas portugāļu, japāņu

CPU izmantošana Ne vairāk kā 5 % no CPU izmantojuma, ja lietotne un pakalpojumi ir pieejami un darbojas

HP atbalsts Iekļauts trīs gadu atbalsts. Atbalstu angļu valodā nodrošina HP ASV atbalsta aģenti, izmantojot tērzēšanu vai tālruni,  
1 vai 3 gadu termiņā. Atbalsta laiki dažādās valstīs var atšķirties.

Pārvaldības iespējas HP Wolf Pro Security Edition ir optimizēts MVU videi un tiek piegādāts iepriekš konfigurēts – pārvaldītspēja nav obligāta. 
HP Wolf Pro Security Edition atbalsta ierobežotu rīku kopu, ko var izmantot HP Manageability Integration Kit, kas ir 
lejupielādējams no http://www.hp.com/go/clientmanagement.

Programmatūras licences 
noteikumi

HP Wolf Pro Security Edition (iekļaujot HP Sure Click Pro un HP Sure Sense Pro) ir pieejams iepriekš ielādēts atsevišķos SKU, 
un atkarībā no iegādātā HP produkta tajā ir iekļauta apmaksāta 1 gada vai 3 gadu licence. Programmatūra HP Wolf Pro 
Security Edition ir licencēta saskaņā ar HP Wolf drošības programmatūras licences noteikumiem — lietotāja licences līgumu 
(EULA), kas ir pieejams šeit: https://support.hp.com/us-en/document/c00581401?openCLC=true, jo EULA ir šādas izmaiņas: 
“7. Termiņš. Ja vien saskaņā ar šī EULA noteikumiem licence netiek atcelta citādi, HP Wolf Pro Security Edition (HP Sure Sense 
Pro un HP Sure Click Pro) licence stājas spēkā pēc aktivizēšanas un ir spēkā divpadsmit (12) mēnešus vai trīsdesmit sešus 
(36) mēnešus ilgā licences termiņā (“Sākotnējais termiņš”). Sākotnējā termiņa beigās jūs varat: (a) iegādāties HP Wolf Pro 
Security Edition atjaunošanas licenci no HP.com, HP Sales vai HP Channel Partner vai (b) turpināt izmantot HP Sure Click un 
HP Sure Sense standarta versijas bez papildmaksas un bez turpmākiem programmatūras atjauninājumiem vai HP atbalsta.”

HP WOLF PRO SECURITY EDITION SPECIFIKĀCIJAS

HP iesaka Windows 10 Pro uzņēmumiem.

Papildinformāciju skatiet šeit: hp.com/go/computersecurity.

© Autortiesības 2021 HP Development Company, L.P. Šeit iekļautā informācija var tikt mainīta bez iepriekšēja brīdinājuma. Vienīgā garantija, ko HP sniedz 
saviem izstrādājumiem un pakalpojumiem, ir izklāstīta tiešās garantijas paziņojumos, kas tiek piegādāti kopā ar izstrādājumu vai pakalpojumu. Nekas no 
šeit iekļautā nenodrošina papildu garantiju. HP neatbild par tehniskajām un drukas kļūdām vai izlaidumiem šajā dokumentā.

Microsoft un Windows ir Microsoft Corporation reģistrētas preču zīmes vai preču zīmes ASV un/vai citās valstīs. Intel un Core ir Intel Corporation vai tās 
meitasuzņēmumu preču zīmes ASV un/vai citās valstīs.
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1 �HP Wolf Pro Security Edition (iekļaujot HP Sure Click Pro un HP Sure Sense Pro) ir pieejams iepriekš ielādēts atsevišķos SKU, un atkarībā no iegādātā 
HP produkta tajā ir iekļauta apmaksāta 1 gada vai 3 gadu licence. Programmatūra HP Wolf Pro Security Edition ir licencēta saskaņā ar HP Wolf 
drošības programmatūras licences noteikumiem — lietotāja licences līgumu (EULA), kas ir pieejams šeit: https://support.hp.com/us-en/document/
c00581401?openCLC=true, jo EULA ir šādas izmaiņas: “7. Termiņš. Ja vien saskaņā ar šī EULA noteikumiem licence netiek atcelta citādi, HP Wolf Pro 
Security Edition (HP Sure Sense Pro un HP Sure Click Pro) licence stājas spēkā pēc aktivizēšanas un ir spēkā divpadsmit (12) mēnešus vai trīsdesmit sešus 
(36) mēnešus ilgā licences termiņā (“Sākotnējais termiņš”). Sākotnējā termiņa beigās jūs varat: (a) iegādāties HP Wolf Pro Security Edition atjaunošanas 
licenci no HP.com, HP Sales vai HP Channel Partner vai (b) turpināt izmantot HP Sure Click un HP Sure Sense standarta versijas bez papildmaksas un bez 
turpmākiem programmatūras atjauninājumiem vai HP atbalsta.”

2 �Lai izmantotu HP Sure Click Pro, ir nepieciešama operētājsistēma Windows 10, un tiek atbalstīts pārlūks Microsoft Internet Explorer, Google Chrome un 
Chromium. Atbalstītie pielikumi iekļauj Microsoft Office (Word, Excel, PowerPoint) un PDF failus, ja ir instalēts Microsoft Office vai Adobe Acrobat.

3 �HP Manageability Integration Kit var lejupielādēt no http://www.hp.com/go/clientmanagement.

http://www.hp.com/go/clientmanagement
http://hp.com/go/computersecurity
http://www.hp.com/go/clientmanagement

