
Pagerinkite mažo biuro saugumą
Padėkite savo mažo ir vidutinio dydžio verslui naudodami galingą HP apsaugą.  
„HP Wolf Pro Security“ 1 versiją sudaro trys apsaugos sluoksniai.

Naudojant vieną paprastą naudoti konfigūraciją „HP Wolf Pro Security Edition“ sulaiko 
grėsmes, saugo nuo kenkimo programų, apsaugo tapatybę. Trigubą apsaugą užtikrina 
„hypervisor“ pagrindo grėsmių sulaikymo, naujos kartos apsaugos nuo kenkimo programų 
DI ir apsaugos nuo sukčiavimo derinys viename pakete. Pasiūlymas yra sukonfigūruotas ir 
optimizuotas mažiems biurams ar biurams, neturintiems savo IT valdymo.

„HP Wolf Pro Security Edition“ pradeda saugoti jūsų kompiuterius iškart po registracijos. IT 
pagalba nebūtina, tačiau didėjant jūsų biurui galima naudoti pagrindinius valdymo įrankius3.

Į „HP Wolf Pro Security Edition“ įtraukta ir HP pagalba, kad galėtumėte kaip galima geriau 
išnaudoti savo naująją galingą saugumui skirtą programinę įrangą.

Supaprastinkite apsaugą su išmaniu dizainu
Paprasta stalinė konsolė turi nustatymus, ypatybes ir pranešimus apie saugumo grėsmes. 
Tai leidžia matyti, kaip „HP Wolf Pro Security Edition“ saugo jus nustatant kenkėjiškų ketini-
mų turinčius failų tipus ir svetaines.

Saugumas aktyvuojamas įjungus kompiuterį pirmą kartą ir užregistravus gaminį. „HP Wolf 
Pro Security Edition“ tvarko fone veikiančius atnaujinimus, talpina į karantiną kenkėjiškus 
failus, saugo jus naršant.

Įmonės lygio apsauga 
nuo kenkimo 
programų paprastame, 
sukonfigūruotame 
įdiegimo pakete, specialiai 
pritaikytame mažo ir 
vidutinio dydžio verslams. 
Nereikia jokio valdymo. 
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SMB sukurtas įmonės saugumas
„HP Wolf Pro Security Edition“ saugo jūsų kompiuterį su naršyklės lygmens grėsmių sulaikymu, DI pagrindo kenkimo programų paieška, 
apsauga nuo sukčiavimų.

Turint „HP Wolf Pro Security Edition“ nereikia susisiekti su HP dėl apsaugos atnaujinimo. Triguba apsauga nuo grėsmių susieta su HP debesijos 
paslauga užtikrina atnaujinimus ir saugumo profilius jums nenutraukiant darbų.

Saugumo nustatymai yra sukonfigūruoti gamykloje, o apsauga įsijungia jums pirmą kartą naudojant ir užregistruojant kompiuterį.

Intuityviame pulte pateikiamas grėsmių ar galimai kompiuterį puolančių elementų sąrašas, nurodoma, kaip šios grėsmės užkardytos. Pulte 
pateikiamas failo pavadinimas data, kaip kompiuteris saugiai jį tvarkė, o apie pasikartojančias atakas pranešama HP debesijai taip užtikrinant 
prevenciją.

„HP Wolf Pro Security Edition“ apjungia vizualizaciją ir izoliaciją - įtartinus failus patalpina į karantiną, kad vėliau juos būtų galima peržiūrėti 
saugioje zonoje ir nuspręsti, ar juos reikia pašalinti iš kompiuterio.

•	 Grėsmių sulaikymas – turi pažangią „HP Sure Click“ versiją. Tai „Hypervisor“ pagrindo virtualizacijos programinė įranga, sauganti nuo 
kenkėjiškų svetainių bei failų atsisiuntimų.

•	 Apsauga nuo kenkimo programų – turi pažangią „HP Sure Sense“ versiją. Tai gilaus mokymosi DI nuo kenkimo programų sauganti 
technologija

•	 Tapatybės apsauga – „HP Wolf Pro Security Edition“ turi apsaugos nuo sukčiavimo variklį, galintį skenuoti ir įspėti naudotojus apie 
svetaines, renkančias ar fiksuojančias naudotojo prisijungimo duomenis, slaptažodžius ir tapatybę.

Supaprastinkite apsaugą su išmaniu dizainu
Paprasta stalinė konsolė turi nustatymus, ypatybes ir pranešimus apie saugumo grėsmes. Tai leidžia matyti, kaip „HP Wolf Pro Security 
Edition“ saugo jus nustatant kenkėjiškų ketinimų turinčius failų tipus ir svetaines.

Saugumas aktyvuojamas įjungus kompiuterį pirmą kartą ir užregistravus gaminį. „HP Wolf Pro Security Edition“ tvarko fone veikiančius 
atnaujinimus, talpina į karantiną kenkėjiškus failus, saugo jus naršant.

„HP WOLF PRO SECURITY EDITION“ PULTAS

„HP Wolf Pro Security Edition“ turi vieną pultą su paprastu skirtukų išdėstymu. Kiekviename skirtuke pateikiami įvairūs saugumo ypatybių, 
nustatymų ir pranešimo apie grėsmes parametrai.

Pulto ypatybės yra (neapsiribojant šiuo sąrašu):

BŪSENOS SKIRTUKAS
Suteikia intuityvų „HP Wolf Pro Security Edition“ informacijos centrą

•	 Dabartinė apsaugos būsena

•	 Jūsų kompiuterio nuskenuotų failų skaičius ir data.

•	 Aplankytų ir apsaugotų svetainių skaičius

PERSPĖJIMŲ SKIRTUKAS
Pateikia aktyvų aptiktų kenkėjiškų failų, svetainių ir tapatybės vagysčių laukelių sąrašą.

•	 Jūsų kompiuteryje per USB raktus, naršykles, el. laiškų priedus ar atsisiuntimus patalpintų kenksmingų failų sąrašas.  
(Nurodyta galimai kenksmingų failų pavadinimas, data, failo tipas ir naudotojo galimybė jį peržiūrėti ar ištrinti).

•	 Failą galima taisyti ar jį paveikti naudojant HP grėsmių izoliavimo technologiją, po to patikrinti, ar jį saugu atidaryti, ar ne.

PAGALBOS SKIRTUKAS
Informacija „Apie“ – versijos Nr.

•	 Prisijungus prie aktyvaus interneto ryšio „HP Wolf Pro Security Edition“ bus automatiškai atnaujinta į naujausią versiją.

Pažangieji nustatymai

•	 Įjungti ir išjungti saugumą (HP rekomenduoja įjungti saugumui užtikrinti skirtą programinę įrangą)

•	 Įrašų fiksavimas - gebėjimas užfiksuoti, siųsti ir valyti veiklos įrašų failus jei reikia pagalbos.

•	 Tiesioginis užkardymo vaizdas - atskirų jūsų naršyklėje atidarytų svetainių vaizdas realiu metu

Gauti pagalbą – Nuorodos į HP Pagalbos meniu



Galimos platformos Įkelta kai kuriuose „HP Pro“ ir „Elite“ asmeniniuose kompiuteriuose (staliniuose ir nešiojamuose), atitinkančiuose toliau 
patiektus minimalius sistemos reikalavimus.

Apsauginės programinės 
įrangos elementai

„HP Sure Sense Pro“ ir „HP Sure Click Pro“

Suderinamos operacinės 
sistemos

„Windows 10 Pro 64“; „Windows 10 Enterprise“; „Windows 10 Enterprise“ LTSC (tik 64 bitų)

Galimi procesoriai 11-osios kartos „Intel® Core™ i7“ procesorius (i7-8665U, i7-8565U modeliai); 11-osios kartos „Intel® Core™ i5“ procesorius 
(i5-8365U, i5-8265U modeliai); 11-osios kartos „Intel® Core™ i3“ procesorius ir „AMD Ryzen“ ar naujesni procesoriai

Reikiama atmintis/vieta diske Mažiausiai 8 GB / 10-20 GB vietos diske

Programinės įrangos kalba Anglų, prancūzų, vokiečių, ispanų, švedų, italų, Brazilijos portugalų, japonų

CPU išnaudojimas Naudojama ne daugiau nei 5 % procesoriaus resursų kai veikia programa ir paslauga

HP pagalba Įtraukta trijų metų pagalba. Pagalba teikiama 1-3 metų laikotarpyje, anglų kalba, ją teikia „HP US“ pagalbos darbuotojas 
telefonu ar interneto pokalbiu. Pagalbos laikas priklauso nuo šalies.

Valdymo funkcijos „HP Wolf Pro Security Edition“ optimizuota SMB aplinkai ir yra iš anksto sukonfigūruota - valdymas nėra būtinas. „HP Wolf 
Pro Security Edition“ turi ribotą įrankių komplektą, kurį gali naudoti „HP Manageability Integration Kit“. Jį galima atsisiųsti iš 
http://www.hp.com/go/clientmanagement.

Programinės įrangos licencijos 
sąlygos

„HP Wolf Pro Security Edition“ (įskaitant „HP Sure Click Pro“ ir „HP Sure Sense Pro“) parduodama jau įrašyta kai kuriose 
prekėse priklausomai nuo įsigyto gaminio ir turi 1 arba 3 metų garantiją. „HP Wolf Pro Security Edition“ programinės 
įrangos licencija suteikiama pagal „HP Wolf Security“ programinės įrangos licencijos sąlygas, o Galutinio vartotojo licencinės 
sutarties (GVLS) sąlygas galite rasti čia: https://support.hp.com/us-en/document/c00581401?openCLC=true, o pastaroji 
GVLS pakeičiama taip: „7. Terminas. „HP Wolf Pro Security Edition“ („HP Sure Sense Pro“ ir „HP Sure Click Pro“) licencija 
įsigalioja ją aktyvavus ir tęsiasi dvylika (12) mėnesių arba trisdešimt šešis (36) mėnesius (pradinis terminas), nebent šis 
laikas sutrumpinamas pagal šioje GVLS nurodytas sąlygas. Baigiantis Pradiniam laikotarpiui jūs galite (a) įsigyti „HP Wolf 
Pro Security Edition“ atnaujinimo licenciją iš HP.com, „HP Sales“ ar „HP Channel Partner“ arba (b) ir toliau nemokamai 
naudoti standartines „HP Sure Click“ ir „HP Sure Sense“ versijas negaunant būsimų programinės įrangos atnaujinimų ar HP 
pagalbos.“

„HP WOLF PRO SECURITY EDITION“ SPECIFIKACIJOS

„HP“ rekomenduoja „Windows 10 Pro for Business“.

Daugiau informacijos pateikta hp.com/go/computersecurity.
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1 �„HP Wolf Pro Security Edition“ (įskaitant „HP Sure Click Pro“ ir „HP Sure Sense Pro“) parduodama jau įrašyta kai kuriose prekėse priklausomai nuo įsigyto 
gaminio ir turi 1 arba 3 metų garantiją. „HP Wolf Pro Security Edition“ programinės įrangos licencija suteikiama pagal „HP Wolf Security“ programinės 
įrangos licencijos sąlygas, o Galutinio vartotojo licencinės sutarties (GVLS) sąlygas galite rasti čia: https://support.hp.com/us-en/document/
c00581401?openCLC=true, o pastaroji GVLS pakeičiama taip: „7. Terminas. „HP Wolf Pro Security Edition“ („HP Sure Sense Pro“ ir „HP Sure Click Pro“) licencija 
įsigalioja ją aktyvavus ir tęsiasi dvylika (12) mėnesių arba trisdešimt šešis (36) mėnesius (pradinis terminas), nebent šis laikas sutrumpinamas pagal šioje 
GVLS nurodytas sąlygas. Baigiantis Pradiniam laikotarpiui jūs galite (a) įsigyti „HP Wolf Pro Security Edition“ atnaujinimo licenciją iš HP.com, „HP Sales“ ar 

„HP Channel Partner“ arba (b) ir toliau nemokamai naudoti standartines „HP Sure Click“ ir „HP Sure Sense“ versijas negaunant būsimų programinės įrangos 
atnaujinimų ar HP pagalbos.“

2 �„HP Sure Click Pro“ būtina „Windows 10“ operacinė sistema, „Microsoft Internet Explorer“, „Google Chrome“ ar „Chromium“ naršyklė. Galimi priedai yra 
„Microsoft Office“ („Word“, „Excel“, „PowerPoint“) ir PDF failai, jei įdiegtas „Microsoft Office“ ar „Adobe Acrobat“ paketas.
3 �„HP Manageability Integration Kit“ galima atsisiųsti iš svetainės http://www.hp.com/go/clientmanagement.

http://www.hp.com/go/clientmanagement
http://hp.com/go/computersecurity
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